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PURPOSE: 

 

Evaluation process to determine level of compliance with the HIPAA Security Rule.  

 

POLICY: 
 

OSU will perform a periodic technical and nontechnical evaluation, based initially upon the standards 

implemented under the Security Rule and, subsequently, in response to environmental or operational 

changes affecting the security of electronic protected health information, that establishes the extent to which 

OSU’s security policies and procedures meet the requirements of the Security Rule.  §164.308(a)(8) 

 

The policies and procedures shall be evaluated and edited as needed.  Documentation of such evaluation 

shall be maintained by the designated HIPAA Official. 

 

Documentation resulting from all evaluations will be kept in the appropriate compliance area. 

 

PROCEDURE: 

 

1. The Office of IT Systems Security will perform the review of technical safeguards.  Such evaluation 

may include but not be limited to:  penetration analysis, password integrity and compliance. 

 

2. The evaluation shall include review of pertinent records; include any security incidents and breaches, 

personnel policies, direct observation of workplace practices and observation of compliance with 

policies and procedures.  The evaluation results when completed will be forwarded on to the HIPAA 

Compliance Office. 

 

3. The HIPAA Compliance Office shall review all policies and procedures related to HIPAA on no less 

than an annual basis to make sure they are up to date, or to modify as needed, or in cases of breach 

response. 

 


