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PURPOSE:   

 

Identify contingency operations for security of PHI and facilities    

 

POLICY: 

   

OSU will establish (and implement as needed) procedures that allow facility access in support of restoration 

of lost data under the disaster recovery plan and emergency mode operations plan in the event of an 

emergency.  §164.310(a)(2)(i) 

 

In the event of disaster or emergency, OSU security personnel and/or its contractors will monitor and 

restrict access to the building or areas housing any form of PHI. 

 

PROCEDURE: 

 

At the occurrence of a disaster or emergency, the security vendor and/or Campus Police will contact the 

Director of Campus Police, the Medical Director, and the Director of Clinic Financial Operations.  The 

vendor and/or Campus Police will then secure all areas as necessary.  Operations will then be based upon 

the facility contingency plan.   

 

REFERENCE:   

 

Contingency Plan policy SEC-06.03 Emergency Mode Operations. 


